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1st CHANGE
5.7.6.3
Ethernet Packet Filter Set

For Ethernet PDU Session Type, the Packet Filter Set shall support Packet Filters based on at least any combination of:

-
Source/destination MAC address.

-
Ethertype as defined in IEEE 802.3.

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q [98].

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q [98].
-
TSC Packet Filter Set with following fields as defined in IEEE 1588 [107] and IEEE 802.1AS [104], in the case that Ethertype indicates PTP/gPTP payload (i.e. Ethertype=0x88F7)
-
SdoId/transportSpecific
-
versionPTP
-
MessageType
-
domainNumber
-
SourcePortIdentity
-
IP Packet Filter Set, in the case that Ethertype indicates IPv4/IPv6 payload.

-
Packet Filter direction.

NOTE 1:
The MAC address may be specified as address ranges.

NOTE 2:
A value left unspecified in a Packet Filter matches any value of the corresponding information in a packet.
2nd CHANGE
5.28.2
QoS parameters mapping for 5GS Bridge configuration

In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session.

Editor's note:
For the UL TSN traffic, how to correlate the egress port in the configuration to PDU session is FFS. Traffic forwarding information being not available in IEEE 802.1Qbv and how it is received is FFS.

The configuration information of 5GS Bridge as defined in 802.1Qbv [96], includes the following:

-
Bridge ID of 5GS Bridge.

-
Configuration information of scheduled traffic on ports of DS-TT and NW-TT:

-
Egress ports of 5GS Bridge, e.g., ports on DS-TT and NW-TT;
-
Traffic classes and their priorities;
NOTE:
In this Release of the specification, only support simplified IEEE 802.1Qbv [96], Annex Q.2 for 5GS.

-
Traffic forwarding information:
-
Packet Filter Set for TSN Time Synchronization traffic as described in clause 5.27.1.4; 
-
Destination MAC address, Traffic class and VLAN ID of TSN stream;

-
The ingress port number and egress port number on 5GS Bridge.

The association between the MAC address used by the PDU Session, 5GS Bridge ID and port number on DS-TT is maintained and further used to assist to bind the TSN traffic with the UE.

In the case of provisioning traffic forwarding information, the AF determines the MAC address used by the PDU Session for the TSN traffic, and requests to influence traffic routing as defined in clause 5.6.7 with the DS-TT MAC address of the PDU Session, traffic class, stream destination MAC address, ingress port number or egress port number on the NW-TT side and VLAN ID.

End of CHANGE
